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1. Introduction

Harrow International School Hong Kong is committed to providing a safe and secure learning environment for all
pupils, both in the physical classroom and in the digital world. This Digital Safeguarding Policy sets out to create
a safe and secure digital environment for all members of the school community and to promote responsible digital
citizenship.

2. Key Principles

e Pupil Safety: The safety and wellbeing of pupils is our top priority.

e  Positive Digital Culture: We promote a positive and responsible digital culture that fosters respect and
inclusion, in line with the School’s values and social vision.

e  Digital Literacy Education: We educate pupils about online risks, cyberbullying, privacy, and
responsible online behaviour.

¢ Incident Reporting: We have clear procedures for reporting and responding to online incidents.

¢  Collaboration: We work collaboratively with parents and guardians to ensure online safety.

The key principles of our approach are outlined on the Digital Safeguarding Policy Infographic.

3. Safeguarding Measures

To ensure a safe and secure digital learning environment, Harrow International School Hong Kong has
implemented a comprehensive set of safeguarding measures. These measures include a programme of digital
literacy education, technological solutions, and policies to protect pupils from online risks and promote
responsible digital citizenship.

3.1 Technology (Mobile Device policy)

e Apple Classroom: Apple Classroom empowers teachers by providing a platform to monitor class
activity summaries, enabling them to maintain an overview of pupil engagement as well as supporting
online safety through, so called, physical monitoring. Additionally, its ability to monitor pupil activity in
real-time aids in safeguarding by allowing teachers to quickly identify and address any inappropriate or
risky online behaviour, ensuring pupils remain focused and safe during their digital learning experiences
in class.

e  LightSpeed Safeguarding Software: This tool integrates content filtering, monitoring and machine
learning scanning to create a secure digital environment by effectively monitoring and managing online
activities. It plays a crucial role in preventing risky online behaviours and ensures that users can only
access safe and approved online resources, reducing the risk of exposure to malicious sites or phishing
attempts that could compromise data security. LightSpeed is installed on all registered pupil-owned
MacBooks (Senior School) and iPads (Pre-Prep and Prep School) as well as school-owned devices. This
comprehensive coverage ensures consistent protection and monitoring across all platforms.

o LightSpeed Filter: LightSpeed filter blocks websites and applications that are not
appropriate for pupils to be using. This includes traffic through applications, VPNs and
tethering to 4G/5G hotspots.
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o LightSpeed Monitor: LightSpeed monitor provides comprehensive reporting on pupils’
online activity including logging when attempts are made to access sites that have been
blocked.

o LightSpeed Alert: LightSpeed Alert scans online content for warning indicators of self-
harm, cyberbullying, or violence which are relayed to pastoral leaders and the School’s
DSLs enabling timely intervention. In this way it provides active monitoring in the cases
where the risk is highest.

e  Device MAC Address Filtering: Only devices enrolled in the School’s MDM, Jamf Pro are able to
access the internet through the School’s WiFi network. Filtering by device in this way ensures only
approved devices, equipped with the required software, can access the school’s Wi-Fi. This measure is
in place to support compliance, especially in cases where pupils’ devices are replaced.

¢  Firewall: The school implements a robust firewall system that actively monitors and blocks access to
inappropriate, malicious, or non-educational websites. This includes content related to gaming, social
media, adult content, proxy servers, and other potentially harmful materials. The system generates
comprehensive reports detailing attempted access to blocked websites, which are reviewed by the ICT
department and the DSL. The ICT department reviews anonymised and aggregated data to identify
patterns and adjust filtering policies as needed and the DSL reviews concerns related to individual pupils.
This proactive approach ensures pupils maintain focus on educational content while protecting them from
online threats. The firewall's intelligent categorisation system is regularly and automatically updated to
respond to new online threats and maintain alignment with the school's educational objectives.

e  Disabling Admin Access pupil-owned devices through the School’s MDM, Jamf Pro: To prevent
pupils from installing games or other distracting applications, admin access is disabled on all Year 3 -
Year 9 MacBooks and iPads. Additionally, the Apple Store is hidden on iPads. Parents have the option
to set up a Family Sharing account on their child’s device. Through this setup, they can manage apps and
programs installed on the device while ensuring it aligns with the School’s learning objectives.

¢ Regular Audits: The school conducts regular (at least annual) audits of technological tools to ensure
they remain effective and up to date.

e Data Privacy Compliance: The school ensures compliance with local data protection regulations, by
regularly reviewing data handling procedures.

¢ Device expected usage and software check-in reports: IT monitor the usage of devices to ensure
compliance with the installation and maintenance of the safeguarding software. For example, if a pupil
manages to uninstall Jamf, it will generate an alert to the IT department. These reports and alerts trigger
investigations with the support of the Pastoral team. Refer to Appendix 4, Digital Safeguarding non-
compliance protocol for details.

3.2. Timed Wi-Fi Access in Boarding Houses

To promote healthy online habits, encourage focused learning, and ensure adequate rest, Wi-Fi access in boarding
houses follows a schedule. Specifically, WiFi access switches off at night. This measure helps to balance digital
engagement with offline activities and promotes a healthy sleep schedule.

e Prep Houses (Years 6-8): Wi-Fi is turned off from 8:30 pm to 7:30 am.

e Senior Houses (Years 9-11): Wi-Fi is turned off from 10:30 pm to 6:30 am.

e Sixth Form (Years 12-13): Wi-Fi is turned off from 11:00 pm to 6:00 am.
This later cutoff time accommodates the older pupils' academic demands and allows for a slightly
extended evening for personal activities.

3.3 Filtering and Monitoring



At Harrow Hong Kong, we use filtering software to restrict access to inappropriate content and monitor online
activity on pupil devices to ensure responsible and safe use. The Pupil ICT Code of Conduct defines expected
online behaviours, and all pupils and parents/guardians must agree to it before accessing school networks.

Monitoring takes two forms: logging of attempted access to filtered sites through both the LightSpeed filter and
the network Firewall and the active monitoring for warning indicators of harm through LightSpeed.

Updating filtering rules: If a website is mistakenly blocked, both pupils and staff can report this to the school’s
ICT department. They have the option either to send an email to askit@harrowschool.hk or to fill out a Microsoft
Form: here. This ensures swift resolution of access issues, maintaining smooth and uninterrupted access to online
resources.

Any changes to the monitoring system go through an approval process and are logged, enabling an audit trail that
ensures transparency and that individuals are not able to make unilateral changes.

To ensure that our filtering rules are appropriate they are reviewed and updated regularly. The UK Safer Internet
Centre endorsed Test filtering utility is used at least annually to review the School’s filtering rules.
See Appendix 8.

3.4 Reporting and Monitoring of Online Activity

Harrow Hong Kong have enhanced reporting and monitoring protocols for online activity. These protocols ensure
that data collected through the firewall and LightSpeed systems is reviewed and used effectively and responsibly
to maintain the safety and well-being of pupils while complying with the Personal Data (Privacy) Ordinance
(PDPO).

3.4.1Firewall Reporting and Review by the Pastoral Team

The school’s firewall system generates detailed reports on attempted access to blocked websites and other
restricted online activities. These reports are reviewed by the Pastoral Team under the following guidelines:

a. Data Scope:
- Reports will include anonymized or aggregated data where possible, focusing on patterns of
inappropriate access attempts.
- For identified incidents, specific user data (e.g., device identifiers, timestamps, and URLs) may be
accessed to investigate breaches of the Pupil ICT Code of Conduct.

b. Access Control:
- Firewall reports are sent via secure access links, accessible only to authorised members of the Pastoral
Team.

c. Purpose:
- To identify trends in inappropriate online behaviour and adjust policies and education accordingly.
- To address individual incidents where pupils attempt to access harmful or inappropriate content.

d. Frequency:
- The ICT department provide weekly summaries of firewall activity to the Pastoral Team.
- Real-time alerts for critical incidents (e.g., attempts to access adult content or malicious websites)
will be escalated immediately.

3.4.2 LightSpeed Reporting and Review by the Pastoral Team

LightSpeed provides advanced monitoring capabilities, including alerts for risky online behaviours such as self-
harm, cyberbullying, or violence. The following protocols govern the use of this data:

a. Data Scope:
- LightSpeed generates alerts based on predefined risk indicators, encompassing flagged keywords,
unusual browsing activity, screen capture reports, and monitor activity logs.
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When monitoring is turned on, the system collects web activity data including URL access records,
browsing duration, website categories, download activities, search queries, bandwidth usage, time-
stamped web sessions, and browser information.

All alerts and reports contain essential identifiers such as device information, user profiles,
timestamps, and flagged content, alongside screen monitoring data that includes a screenshot capture,
activity timeline and application usage logs.

To maintain compliance with Hong Kong's Personal Data (Privacy) Ordinance (PDPO), the system
adheres to specific data retention periods: web activity logs are kept for 90 days, screen captures for 30
days, real-time monitoring data for 60 days, and alert records for 90 days.

b. Pastoral Leaders’ monitoring responsibilities:

Access Attempt Analysis — Review frequent attempts to access blocked material, monitor patterns of
attempted circumvention of filtering systems and track repeated access attempts to specific categories
of concern.

High-Risk Content Monitoring - Review attempts to access harmful or dangerous material, monitor
searches related to self-harm, violence, or extremism and track access attempts to age-inappropriate
content.

Behavioural Pattern Analysis - Review time spent searching and browsing patterns, monitor unusual
timing of online activity and track changes in typical usage patterns that may indicate concerns.
Policy Compliance - Ensure adherence to acceptable use policies, monitor compliance with school
device policies and track appropriate use of educational resources

¢. Review and Response Frequency:

The LightSpeed Portal provide summaries of LightSpeed alerts to the Pastoral Team (Year Leaders,
HMs and the DSL).

Critical alerts are automatically sent to the DSL and pastoral leader within one hour of detection.
High priority alerts must be reviewed daily and receive a same-day response.

For further details refer to Appendix 3.

Standard filter reports are to be reviewed weekly.

Trend analysis should be undertaken periodically.

d. Access Control:

Access to LightSpeed reports is restricted to the Pastoral Team.

Alerts specific to safeguarding concerns are sent directly to the Designated Safeguarding Lead (DSL)
for immediate attention.

All access to LightSpeed data is via restricted permissions, password protected and logged, with
periodic audits conducted to ensure compliance with access policies.

e. Purpose:

To enable timely interventions for safeguarding concerns, such as identifying pupils at risk of harm.
To support the school’s behaviour policies by addressing inappropriate online behaviour.
To enhance educational outcomes by ensuring a focused and secure digital learning environment.

3.5 Access to Data and Roles

In accordance with the PDPO and the principles of data minimization and purpose limitation, access to firewall
and LightSpeed data is strictly governed by role-based permissions:

1. Roles with Access:

ICT Pastoral Liaison: Responsible for managing and maintaining the firewall and LightSpeed systems
and generating reports. The ICT Pastoral Liaison does not have access to pupil data but facilitates the
generation and dissemination of reports for the Pastoral Team.
A pupil’s Pastoral Leader (House parent in the Upper School and Year Leader in the Lower School):
Authorized to review reports and alerts related to pupil safeguarding and behaviour management.
The Designated Safeguarding Lead (DSL) is responsible for:

o Monitoring and reviewing automated safeguarding alerts generated by LightSpeed across

all Year groups
o Managing the investigation process of any flagged safeguarding concerns



o Senior Leadership Team (SLT): May access aggregated and anonymized data for strategic
decision-making and policy updates.

2. Data Categories:

Aggregated Data: Used for trend analysis and policy adjustments (e.g., identifying patterns of blocked
website access).

Identifiable Data: Accessed only when investigating specific incidents, behavioural or safeguarding
concerns.

3. Access Protocols:

All access to data is logged and subject to regular audits.

Staff with access must complete annual training on data protection and safeguarding protocols.
Unauthorized access or misuse of data will result in disciplinary action in accordance with the
school’s policies.

3.6 Uses of Data

Data collected through the firewall and LightSpeed systems is used exclusively for the following purposes, in
compliance with the PDPO:

1. Safeguarding Pupils:
a. Detecting and responding to risks such as cyberbullying, self-harm, or exposure to harmful
content.

b. Supporting the DSL and Pastoral Team in providing timely interventions.
2. Behaviour Management:

a. Monitoring adherence to the Pupil ICT Code of Conduct.

b. Addressing inappropriate online behaviour through the school’s behaviour policies.
3. Policy Development:

a. Identifying trends in online activity to inform updates to the Digital Safeguarding Policy
and filtering rules.

b. Enhancing the school’s digital Literacy curriculum based on emerging risks.

4. Educational Support:
a. Ensuring pupils remain focused on educational content during digital learning activities.
b. Promoting a positive and secure digital learning environment.

3.7 Compliance with the Hong Kong PDPO

Harrow International School Hong Kong ensures that all data collection, storage, and processing activities comply
with the PDPO by adhering to the following principles:

1. Data Minimization: Only data necessary for safeguarding, behaviour management, and educational
purposes is collected.

2. Purpose Limitation: Data is used exclusively for the purposes outlined in this policy and is not
shared with unauthorized parties.

3. Transparency: Pupils, parents, and staff are informed about the data collected through the firewall
and LightSpeed systems and its intended uses.

4. Security: Data is stored securely, with access restricted to authorized personnel and protected by
robust technical safeguards.

5. Retention: Data is retained only for as long as necessary to fulfil its intended purpose and is securely
deleted thereafter.

3.8. Digital Literacy Education
Harrow Hong Kong ensures that all of our Pupils’ education includes the digital knowledge and skills necessary

to stay safe online, and safeguard their wellbeing. This is a component of the Digital Literacy curriculum and is
taught through Computing lessons in the Lower School and a combination of Computer Science lessons and the
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PSHE curriculum in the Upper School. The components taught align with the UK Government’s Education for a
Connected World framework and are detailed in the Digital Strategy Policy. Digital Safety guidance for pupils
includes specific reference to the online threats posed by the ‘4Cs’: content, contact, conduct, and commerce.

Parent Webinars: The school offers annual webinars for parents to help them understand some of the digital
literacy skills necessary and what they can be doing at home to support their children.

Safeguarding and Al

Generative Al tools pose specific and significant safeguarding risks to pupil wellbeing including, but not limited
to, exposure to harmful content including Al-generated child sexual abuse material (AI-CSAM), bullying,
grooming, and harassment. In addition, the misuse of personal data can lead to privacy breaches, the creation of
false or misleading information, and increased risks of cyber-attacks, fraud, and scams. Unauthorised use of
copyrighted materials can lead to intellectual property issues, and the perpetuation or amplification of existing
biases in Al systems can result in unfair treatment or discrimination.

We are committed to ensuring the safe and responsible use of Al technologies, and our measures are outlined in
our Al Policy. These include:
e  The teaching of Al literacy as part of the digital literacy curriculum
e  Generative Al tools are, by default, blocked as part of the LightSpeed filtering rules in the Pre-Prep
and Prep Schools
e  All generative Al applications undergo a thorough risk assessment to evaluate their benefits and
potential risks before being unblocked and/or used in the classroom, ensuring compliance with legal
responsibilities such as data protection, child safety, and intellectual property laws.

3.10 Mobile Phones and unrestricted access to the internet

Mobile phones provide discrete, unsecured and unmonitored access to the internet and so the reduction of risk is
a particular consideration of this policy. This risk is increased by the ability to use a mobile or personal portable
5G router to connect (tether) mobile devices (iPads or MacBooks) to the internet without going through our
network filters. This policy addresses this in a number of ways:

e  Restrictions on mobile phone usage during school hours: The carrying and use of mobile phones
around campus is strictly limited.

e  Restrictions on mobile phone usage during trips: Lower School and Prep School pupils should not
use mobile phones unless with specific permission, this includes offsite activities such as SCAs and
fixtures. Senior Pupils can use devices during journeys and official breaks. Overnight trips should adhere
to the boarding mobile phone use policy below, or if the nature of the trip requires a phone-free
environment is maintained. More details can be found in the Trips and Visits Policy.

e  Restrictions on use of tethering: In order to ensure that online activity is safeguarded whilst at School.
Tethering to mobile phones or portable 5G routers is prohibited and this is included in the Pupils ICT
Code of Conduct, which pupils sign each year.

e  LightSpeed agent continues to protect on mobile broadband: As software installed on the device, for
MacBooks (Senior School) and supervised iPads (Pre-Prep and Prep School), LightSpeed continues to
filter and monitor internet activity even when tethering to a mobile phone.

o  Spot checks through Jamf MDM: The IT department generate automated reports at least three times a
day on managed devices connecting to non-school networks. This information is used by the pastoral
team to address non-compliance.

e  Restrictions on mobile phone usage and tethering for boarders during the evening: The use of
mobile phones for boarders in the evening is managed. Senior Boarders in Years 9 and 10 hand in their
phones from 6.30pn-8.30pm during supper and Prep time. They are able to collect their phones at 8.30pm
to contact parents until 8.45pm. All phones and devices are handed in by Year 9 and 10 from 8.45pm
until 7.45am. For Year 11 phones and devices are handed in overnight from 9.30pm until 7.45am the
following morning. In, the Prep Houses pupils have access to their phones between 5.30pm until 6pm.
Phones for Year 6 and Year 7 are available for boarders to call parents between 7.30pm-7.45pm each
evening. Year 8 boarders have access to their phones between 8.15pm-8.30pm. All phones and devices
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are secured overnight until 7.30am the following morning This is supported by physical monitoring by
the house pastoral team and IT tethering reports.

Incident Reporting and Response
Firewall and LightSpeed Reporting

Reports generated by the firewall and LightSpeed systems will be integrated into the school’s incident response
process as follows:

Reporting:

1. Critical alerts from LightSpeed (e.g., indicators of self-harm) are escalated immediately to the DSL.

2. Firewall incidents involving repeated attempts to access restricted content are flagged for
investigation by the Pastoral Team.

Reporting by Pupils

e Reporting: Pupils are encouraged to report online safety concerns to trusted adults, such as teachers,
HMs or the Designated Safeguarding Lead (DSL).

¢ Anonymous Reporting: The school provides a secure online form accessible via the school intranet for
anonymous reporting of digital safety concerns which is directly routed to the DSL.

Digital Safety Response Protocol

The school deals with online incidents through its behaviour policies, which include investigative procedures,
disciplinary measures, and support for pupils involved.

e  The DSL leads investigations in collaboration with the ICT department and relevant staff.
e  Disciplinary measures and support plans are implemented in accordance with the school’s behaviour and
safeguarding policies.

Response Timeliness

The school maintains strict response timelines for all reported incidents, categorized by severity level. Critical
incidents (where there is a danger to life) require immediate attention and must be addressed within one hour of
reporting, while other concerns are handled promptly and certainly within a 48-hour timeframe to ensure
appropriate attention to all cases. Throughout the incident management process, relevant stakeholders receive
regular status updates on the progress and resolution of reported issues. The effectiveness of these response
protocols is reviewed monthly by the ICT department and senior management to maintain and improve service
standards, ensuring optimal handling of all security and safety concerns.

Documentation

All incidents are documented, and data logs are retained for audit purposes in compliance with the PDPO.

Staff Responsibilities

e Training: All staff undergo training on digital safeguarding procedures and their role in promoting a safe
online environment.

e Monitoring and Reporting: The Pastoral Team monitors pupil online activity and report any concerns
to the DSL/DDSLs.

¢ Modelling Responsible Behaviour: Staff model responsible digital behaviour following the Staff IT
Acceptable Use Policy (read and signed annually).

e  Communication with Parents: The Pastoral Team regularly communicate with parents about online
safety and provide guidance on how to address digital risks at home.



6. Parental Responsibilities

Communication: Parents are encouraged to regularly discuss online safety with their children and
establish clear expectations for responsible online behaviour.

Monitoring: Parents are encouraged to monitor their children’s online activities and ensure safe internet
usage.

Collaboration: Parents are urged to communicate concerns about their child’s online safety and
collaborate with the school to address these issues.

Resources: The school provides resources for parents to stay informed about online safety issues,
including links to reputable online safety websites and tools.

7. Review and Update

Harrow Hong Kong is committed to ensuring this policy remains effective, relevant, and aligned with
advancements in technology, emerging online threats, and evolving safeguarding needs. The review process is
designed to foster continuous improvement through collaboration and feedback from the school community.

7.1 Regular Review and Consultation

Annual Review: This policy will undergo an annual review to ensure its alignment with the latest

safeguarding practices, technological developments, and compliance with Hong Kong’s Personal Data

(Privacy) Ordinance (PDPO).

Stakeholder Consultation:

- Feedback will be actively sought from key stakeholders, including staff, pupils, parents, and
governors, to ensure the policy reflects the diverse needs of the school community.

- The consultation process may include surveys, workshops, focus groups, and informal discussions
to gather valuable insights and suggestions.

Incident Data Analysis: Data from firewall and LightSpeed reporting systems, as well as incident logs,

will be analysed to identify trends, evaluate the effectiveness of current measures, and address any

recurring issues.

7.2 Effectiveness of Reporting Protocols

The effectiveness of firewall and LightSpeed reporting protocols will be specifically reviewed during the
annual policy evaluation.

Feedback from the ICT department, Pastoral Team, and Designated Safeguarding Lead (DSL) will be
used to assess and enhance the efficiency of monitoring, reporting, and response processes.
Recommendations for improvements will be implemented promptly to maintain a robust safeguarding
framework.

7.3 Policy Accessibility

A summary of key safeguarding measures, including reporting protocols and digital literacy guidelines,
are provided on the school website to ensure clarity and understanding.

7.4 Continuous Feedback Mechanism

Feedback mechanisms allow stakeholders to provide ongoing input on the policy.

Feedback will be reviewed regularly by the DSL and ICT department to ensure timely updates and
improvements.

Our digital safeguarding policy maintains effectiveness through structured feedback channels that enable
stakeholder participation and timely improvements.

7.5 Community Engagement



Termly PGCG meetings and House rep meetings for parents, as well as parent webinars and information
evenings

Student Council meetings, Pupil Digital Prefects and House digital reps

Student voice through Tutor time and Pupil Digital Prefects

Staff consultation in departmental meetings

7.6 Dynamic Updates

The policy will be updated as needed to address:

New online risks or safeguarding challenges.

Changes in local regulations, such as updates to the PDPO.

Technological advancements or the adoption of new safeguarding tools.

Interim updates, if required, will be communicated to stakeholders promptly through official channels,
including email notifications and the school website.

7.7 Transparency and Accountability

All updates to the policy will be documented, with a summary of changes provided to stakeholders for
transparency.

The Senior Leadership Team (SLT) will oversee the review process to ensure accountability and
alignment with the school’s safeguarding objectives.

7.8 Use of mobile phones in the Early Years Centre

Mobile phones must not be used anywhere within the Early Years Centre in the presence of children (unless in
the case of emergency).
Only digital devices owned by the school should be used to take photos and / or videos of pupils and their learning.

8. Appendices

Appendix 1: Pupil ICT Code of Conduct

Appendix 2: Staff ICT Acceptable Use Agreement

Appendix 3: Safeguarding Alert protocol

Appendix 4: Digital safeguarding non-compliance protocol

Appendix 5: Digital Safety Response Protocols

Appendix 6: Resources for Parents and Guardians (e.g., links to websites on online safety)
Appendix 7: Glossary of Terms

Appendix 8: Lightspeed configuration settings

Appendix 9: Data safeguarding and Retention

Appendix 10: Test Filtering Results
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Owner: Assistant Head (Digital Strategy, Assessment and Tracking)
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Appendix 1: PUPIL ICT CODE OF CONDUCT (2024/25) [Upper School]

Linked here: PUPIL ICT CODE OF CONDUCT 2025-26
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PUPIL ICT CODE OF CONDUCT (2025/26) [Lower School]

HARROW

INTERNATIONAL SCHOOL
HONG KONG

LOWER SCHOOL PUPIL DIGITAL CODE OF CONDUCT 2025-26
The School has a duty of care to ensure that each pupil at Harrow International School
Hong Kong uses digital devices, the internet and communication devices safely and
responsibly. Before using devices, all pupils are required to read, understand and sign this
Code of Conduct. This applies to use of any devices which are connected to the School
network, including iPads, MacBooks and other digital devices.
1. Pupils must never use another person’s accounts or allow their own accounts to be used
by another person.
2. Pupils should not send messages to each other over the internet, or by any other means,
unless directed to do so by the teacher.
3. Pupils should not share any personal information, such as text or images, about the
School or any individuals in it without permission.
4. Pupils should not attempt to access, send or store any inappropriate information,
including images.
5. When using devices, including iPads, all pupils must follow the iPad Golden Rules, as
displayed below and in classrooms.

fit. <N

Be responsible and . . Only use and open the
respectful whilst Hold the iPad with apps that my teacher
using the iPad. 2 clean hands. has asked me to.

. Don’t make any Remember online
Only open and edit changes to the and computer
your own work. iPad home screen. etiquette at all times.

If one of the above agreements is not fulfilled, the teacher has the right to restrict a
pupil’s access to their device.

| have read and understand the Lower School Digital Code of Conduct and agree to always
follow this.

Signed by Pupil:
Date:
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Appendix 2: STAFF ICT ACCEPTABLE USE AGREEMENT (2024/25)

This document sets out the security, administration and internal rules, which all members of staff at Harrow
International School Hong Kong should observe when communicating electronically using any device or when
using the School’s ICT facilities. All members of staff should pay close attention to the terms of this Policy in
order to minimise potential difficulties to themselves, pupils and the School, which may arise as a result of misuse
of email or Internet facilities. This Policy applies to all employees of the School, as well as resident family
members of employees, or any other guests who use School ICT facilities.

The School network is available for use by the whole School community, including academic and educational
support staff, pupils, parents and visitors, and the School has a duty of care to ensure that each user at Harrow
Hong Kong uses computer equipment and the Internet, as well as mobile phones and other communication devices
responsibly. Users should expect their computer use on the School’s network to be monitored, although this will
be proportionate, i.e. only so far as is necessary and in such a way that the potential intrusion on privacy is limited.
All users are expected to use the School ICT systems, resources and associated applications in activities that
support the vision statement, goals and objectives of the School. ICT resources must, therefore, not be used for
any illegal or unethical purpose and recreational or personal use should be minimised. Equally, users should not
engage in any activity that may disrupt the effective operation of the network.

1. School Property

1.1 The School acknowledges and welcomes the creativity of staff in the production and storage of materials
to support teaching, learning and administration. It is important to note that, according to the letter of the
law, files and email messages created and stored on the School network by employees, contractors and
residents in the performance of their normal duties technically remain the property of the School. In any
question regarding copyright and intellectual property, members of staff are encouraged to seek advice
from the Head.

1.2 Subject to the further provisions outlined in this Policy, files and email messages created and stored on
the School network by employees, contractors and residents for their private and personal use remain the
property of the creator.

2. Monitoring

2.1 The School's computer network is a business and educational tool to be used primarily for business or
educational purposes. Members of staff, therefore, have a responsibility to use these resources in an
appropriate, professional and lawful manner.

2.2 All messages and files on the School's system will be treated as education or business related, and may
be monitored. Accordingly, members of staff should not expect any information or document transmitted
or stored on the School's computer network to be entirely private.

2.3 Members of staff should also be aware that the School maintains systems that automatically monitor and
filter use of the Internet, both during and outside working hours, including the sites and content that

members of staff visit and the length of time they spend using the Internet.

2.4 Members of staff should structure their email in recognition of the fact that the School may, if concerned
about possible misuse, need to examine its contents.

2.5 Emails will be archived by the School as it considers appropriate and to comply with statutory
requirements.
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Personal Use

Members of staff are permitted to use the Internet and email facilities via the School network to send and
receive personal messages, provided that such use is kept to a minimum and does not interfere with the
performance of their work duties.

However, any use of the School network for personal purposes is still subject to the same terms &
conditions as otherwise described in this Policy, regardless of whether it is marked private or confidential.

In the case of shared IT facilities, members of staff are expected to respect the needs of their colleagues
and use the computer resources in a timely and efficient manner.

Excessive or inappropriate use of email or Internet facilities for personal reasons during working hours
may lead to disciplinary action. For instance, members of staff should not download large video/audio
files for personal use, nor large quantities of images, nor download or install computer programs without
the consent of the Director of ICT.

At all times, Harrow Hong Kong staff should conduct network communications with the utmost propriety,

and avoid any Internet behaviour that may bring them or the School into disrepute.

Members of staff should not use social networking sites, or personal email accounts for communication
with current pupils.

Content

Email correspondence should be treated in the same way as any other correspondence, such as a letter or
a fax: as a permanent written record which may be read by persons other than the addressee and which
could result in personal or the School's liability.

Members of staff and/or the School may be liable for the contents of an email message. No member of
staff, therefore, should use someone else’s account to send an email, unless in an emergency and it
specifically states who that email is from. All ICT users should log off or lock their computers when not
in use. Email is neither private nor secret. It may be easily copied, forwarded, saved, intercepted, archived
and may be presented in litigation. The audience of an inappropriate comment in an email may be
unexpected and extremely widespread.

Members of staff should never use the School network, Internet or email for the following purposes:

e To abuse, vilify, defame, harass or discriminate (particularly, but not exclusively by virtue of sex,
sexual orientation, marital status, race, colour, nationality, ethnic or national origin, religion, age,
disability or Trade Union membership);

e To send or receive obscene or pornographic material;

To injure the reputation of the School or in a manner that may cause embarrassment to the School

as an employer;

To spam or mass mail or to send or receive chain mail,

To infringe the copyright or other intellectual property rights of another person;

To perform any other unlawful or inappropriate act;

To upload or publish externally images of School pupils or staff without permission; or

To infringe the privacy of another person

Email content that may seem harmless to the sender may in fact be offensive to someone else. Members
of staff should be aware, therefore, that in determining whether an email falls within any of the categories
listed above, or is generally inappropriate, the School will consider the reaction and sensitivities of the
recipient of an email.

If a member of staff receives inappropriate material by email, it should not be forwarded to anyone else.
While it would be appropriate for members of staff to discourage the sender from sending further
materials of that nature, it may also require it being reported to the Principal Deputy Head (Pastoral).

13



4.6

4.7

4.8

4.9

5.

5.1

5.2

The School understands that members of staff cannot always control the messages that are sent to them.
However, all members of staff must discourage third parties (such as family, friends or colleagues) from
sending inappropriate messages to them. If a member of staff receives an inappropriate message or
attachment to an email he or she must:

a. Send amessage to the person who sent the inappropriate email which indicates that
such messages should not be sent. An appropriate response looks like the following:
“Please do not send me this type of material again. The contents of this email do not
comply with the School’s electronic communications policy. In sending me this email you
are breaching the School’s policies and putting me at risk of doing so. A breach of the
School’s electronic communications policy has serious consequences.”

b. You may wish to forward a copy of this response (together with the inappropriate
message) to the Principal Deputy Head (Pastoral) and/or the Director of ICT.

c. Delete the message.

Comments that are not appropriate in the workplace or the School’s environment will also be
inappropriate when sent by email. Email messages can easily be misconstrued. Accordingly, words and
attached documents should be carefully chosen and expressed in a clear, professional manner.

Members of staff should be aware that use of the School's ICT network in a manner inconsistent with
this Policy or in any other inappropriate manner, including but not limited to use for the purposes referred
to in paragraph 4.3 of this Policy, may give rise to disciplinary action, which may include termination of
employment or contractor's engagement.

Internal email and other internal information should not be forwarded to destinations outside of the
Harrow Hong Kong domain without the authority of the appropriate individual.

Data Protection and Privacy

In the course of carrying out duties on behalf of the School, members of staff may have access to, or
handle personal information relating to others, including pupils, colleagues, contractors, residents,
parents and suppliers. Email should not be used to disclose personal information of or about another
except in accordance with the School's Data Protection Policy or with proper authorisation.

Data Protection legislation requires both members of staff and the School to take reasonable steps to
protect any personal information held as a consequence of employment, from misuse and unauthorised
access. Data Protection breaches may be treated as gross misconduct by the School, which could result
in summary dismissal. Members of staff must, therefore:

e Take responsibility for the security of their School computer and any personal
computers and removable storage devices (including mobile phones) that they may use as a
consequence of their employment;

e Unless absolutely necessary, not use a personally owned home computer, laptop or any portable
electronic device to store School confidential data (such as pupil/parent addresses,
email addresses, telephone numbers, medical histories, staff information, etc.);

e Take all reasonable precautions if there is a need to transmit confidential data outside the School
(either by email or the Internet, or by using removable storage media such as memory sticks, CDs,
DVDs, removable hard drives, etc.), and to securely delete or destroy the data
once it is no longer required;

e  Contact the School's ICT department if they need any assistance or advice regarding appropriate
security measures.
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54

5.5

5.6

5.7

6.1

6.2

6.3.

7.1

7.2

7.3

Members of staff are assigned a username and a password to use the School's electronic communications
facilities, and must ensure that these details are not disclosed to anyone else and take steps to keep these
details secure. It is, for example, strongly recommended that members of staff change their password
regularly, and ensure that their username code and password are not kept in writing close to their working
area.

Members of staff are expected to lock their screen or log-out when leaving their desk, and to log out and
shutdown their computer overnight. This will avoid others gaining unauthorised access to the personal
information of members of staff, the personal information of others and confidential information within
the School.

In order to comply with the School's obligations under Data Protection legislation, members of staff are
encouraged to use the blind copy option when sending emails to multiple recipients where disclosure of
those persons' email addresses will impinge upon their privacy.

In addition to the above, members of staff should be familiar with the School’s Data Protection Policy
and ensure that their use of email does not breach Data Protection legislation. The Compliance Manager
should be contacted if there are any queries about compliance with Data Protection legislation.

The facility to automatically forward emails should not be used to forward messages to personal email
accounts to ensure the integrity of the School’s information and data. ICT may be able to provide
solutions for accessing Harrow Hong Kong’s email system when working away from the office or if
remote access is required.

Distribution and Copyright

When distributing information over the School's computer network or to third parties outside the School,
members of staff must ensure that they and the School have the right to do so, and that the intellectual
property rights of any third party are not being violated.

Copyright law that may apply to any information that may need to be distributed must always be observed.

The copyright material of third parties (for example, software, database files, documentation, cartoons,
articles, graphic files and downloaded information) must not be distributed through email without
specific authorisation to do so. A similar caveat applies to the posting of the pupil photographs on the
School's network.

If a member of staff is unsure about having sufficient authorisation to distribute the information, please
contact the Marketing & Communications Manager in the first instance.

Confidentiality

As the Internet and email are insecure means of transmitting information, items of a confidential or
sensitive nature should not be sent via email: there is always a trail somewhere and a copy saved, not
necessarily only on the School's network server.

Members of staff must ensure that all emails that are sent from their School email address contain the
School's standard disclaimer message. This message will be set to appear automatically on each outgoing
email. Please contact a member of the ICT department if this feature is not working.

There is a risk of false attribution of email. Software is widely available by which email messages may
be edited or 'doctored' to reflect an erroneous message or sender name. The recipient may, therefore, be
unaware that he or she is communicating with an impostor. It is always important to maintain a
reasonable degree of caution regarding the identity of the sender of incoming email and to verify the
identity of the sender by other means if you have concerns.
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7.4

8.

8.1

8.2

8.3

8.4

Retention of messages takes large amounts of storage space on the network and can slow down
performance. Members of staff should maintain as few messages as possible in their inboxes and
outboxes, and delete old or unnecessary email messages regularly. If advised about exceeding the
individual email storage limit, the ICT department should be contacted for assistance.

Social Media
The School recognises that many members of staff make use of social media in a personal capacity
outside the workplace and outside normal working hours. While they are not acting on behalf of the
School in these circumstances, members of staff must be aware that they can still cause damage to the
School if they are recognised online as being one of its staff. Therefore, it is important that the School
has strict social media rules in place to protect its position.
When logging on to and using social media websites and blogs at any time, including personal use on
non-School ICT devices outside the workplace and outside normal working hours, members of staff must
not:

e Conduct themselves in a way that is potentially detrimental to the School or brings the School
or its pupils, contractors, residents, parents and suppliers into disrepute, for example by posting
images or video clips that are inappropriate or links to inappropriate website content.

e Allow their interaction on these websites or blogs to damage working relationships with or
between staff and pupils, colleagues, contractors, residents, parents and suppliers of the School,
for example, by criticising or arguing with such persons.

e Include personal information or data about the School’s staff, pupils, colleagues, contractors,
residents, parents or suppliers without their express consent (an employee may still be liable
even if staff, pupils, colleagues, contractors, residents, parents or suppliers are not expressly
named in the websites or blogs as long as the School reasonably believes they are identifiable)
- this could constitute a breach of Data Protection Act legislation, which is a criminal offence.

e Make any derogatory, offensive, discriminatory, untrue, negative, critical or defamatory
comments about the School, its staff, pupils, contractors, residents, parents or suppliers (an
employee may still be liable even if the School, its staff, pupils, contractors, residents, parents
or suppliers are not expressly named in the websites or blogs as long as the School reasonably
believes they are identifiable).

e Make any comments about any member of the School’s staff that could constitute unlawful
discrimination, harassment or cyber-bullying contrary to Equal Opportunities legislation or
post any images or video clips that are discriminatory or which may constitute unlawful
harassment or cyber-bullying — members of staff can be personally liable for their actions under
such legislation.

e Disclose any trade secrets or confidential, proprietary or sensitive information belonging to the
School, its staff, pupils, colleagues, contractors, residents, parents or suppliers or any
information which could be used by one or more of the School’s competitors, for example
information about the School’s work, its products and services, technical developments, deals
that it is doing or future business plans and staff morale.

e Breach copyright or any other proprietary interest belonging to the School, for example, using
someone else’s images or written content without permission or failing to give
acknowledgement where permission has been given to reproduce particular work. If members
of staff wish to post images, photographs or videos of their work colleagues or pupils,
contractors, residents, parents or suppliers on their online profile, they should first obtain the
other party’s express permission to do so.

e  Staff should not place on the internet, including social networking sites, any personal opinion
or statement that might be construed as representing Harrow Hong Kong, that does not conform
to the School’s values and philosophy.

Members of staff must remove any offensive content immediately if they are asked to do so by the School.
Members of staff should remember that social media websites are public fora, even if they have set their

account privacy settings at a restricted access or “friends only” level, and therefore they should not
assume that their postings on any website will remain private.
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8.5

8.6

Staff must also be security conscious when using social media websites and should take appropriate steps
to protect themselves from identity theft, for example by placing their privacy settings at a high level and
restricting the amount of personal information they give out, e.g. date and place of birth. This type of
information may form the basis of security questions and/or passwords on other websites, such as online
banking.

If a member of staff notices any inaccurate information about the School online, they should report this
to the Head of Communications in the first instance.

9. Viruses

9.1

9.2

All external files and attachments will be automatically virus-checked using scanning software. The
Internet is a potential host for computer viruses. The downloading of infected information from the
Internet is potentially fatal to the School computer network. A document attached to an incoming email
may have an embedded virus.

If a member of staff is concerned about an email attachment, or believes that it has not been automatically
scanned for viruses, the ICT department should be contacted without opening the attachment or replying
to the email.

10. Guidelines for staff on the use of internal emails

10.1

10.2

10.3

10.4

The School operates in a fast paced and, at times, highly pressured environment, in which email is
accepted as one of the primary methods of communication used on a daily basis. Email may be the best
way to communicate a particular message, but in an age of digital information ‘overload’, all staff should
be mindful of the impact of an excessively email driven culture and make smart choices about what,
when and how to communicate with others.

With many individuals now accessing emails across multiple personal and work devices, it is
increasingly important to use email appropriately in a way that fosters productivity and efficiency whilst
enabling staff to manage a reasonable work life balance.

Whilst it is the prerogative of the sender to send an email whenever they choose, it is also the recipient’s
prerogative to choose when to read their incoming emails, provided this is in line with the accepted levels
of professional behaviour and aligned with the expectations of their role and responsibilities. There
should be no general expectation that staff will read and respond to emails that are sent late at night, but
it is expected that all emails will have some form of response within 24-48 hours of receipt (during term
time) — even if this is simply a holding reply. If emails are received over the weekend, it may be necessary
to respond quickly or send a holding reply, with a full response being sent on the next School day.

In terms of what is currently considered good practice:

e Professional salutations and sign-offs should always be used eg Dear ... and then Best Wishes
or Kind Regards. If an email trail between two people ensues, the salutation can be dropped.

e Think twice before using 'reply all’, ensure the appropriate use of cc. and consider whether all
participants of an email need to continue to be cc’ed or included in an email trail after the initial
exchange.

e  Think about the tone of the email and the way it may come across — remember that people from
different cultures and backgrounds may interpret things differently. It is best, therefore, to avoid
sarcasm, humour or colloquialisms, and to write as clearly as possible.

e Proofread every message and only add the email address once the email is finished and you
have checked it. This will prevent any emails being sent accidentally and before they have been
edited.

e If'the content is sensitive, it is much better to have a meeting or talk on the telephone. However,
if a sensitive email must be sent, you should read your message out loud before sending it, to
ensure the tone is appropriate and to avoid misunderstandings.
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e Automated ‘out of office’ notifications should be used when a member of staff is away from
School or will be unavailable for an extended period of time.

e Nothing is confidential - so write accordingly and remain respectful, treating others with dignity,
at all times.

e The School’s Social Vision: ‘a caring, respectful community in which everyone thrives’ is
equally important in our online community.

11. General
11.1 The terms and recommended conduct described in this Policy are not intended to be exhaustive, nor do
they anticipate every possible use of the School's email and Internet facilities. Members of staff are

encouraged to act with caution and take into account the underlying principles intended by this Policy.

11.2 This policy is subject to change and the current version is posted on the Staff Intranet (SharePoint).

Dinesh Alwani, Director of ICT
August 2024
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Declaration
I recognise that, when online, a user’s actions are logged by the servers and that any apparent breach of the law
or School rules may be investigated. I accept that serious breaches of the rules for computer use will be dealt with

as a disciplinary matter and, when applicable, police or local authorities may be involved.

The School reserves the right to charge, including any excess, for any loss or damage to computer equipment
given into the keeping of any member of staff, that is not met by an insurance claim.

I understand the School’s Social Vision statement: ‘a caring respectful community in which everyone thrives’,

and agree to abide by this statement in all my online activity.

I have read and fully understand the above conditions and agree to observe them:

Signed

Print Name

Department

Date

Please sign and return to the Director of Human Resources

E. A. Haydon

Head

August 2024

Reviewed: 31 July 2024
Next review: 1 August 2025
Owner: Director of ICT
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Appendix 3: Safeguarding Alert protocol

Safeguarding Alert Protocol

Alert Received

HM reviews within 24 hours

False Positive: Close + Comment Mot critical: Assigns to self Critical: Assign to & speak to DSL

. 9

Review with pupil DSL to follow up + add to CPOMS

Close + Comment Log on CPOMS + Close
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Appendix 4: Digital safeguarding non-compliance protocol

Digital Safeguarding non-compliance protocol

IT report / teacher observation identifies an issue with a device i
HARROW
INTERNAT IOMAL
SCHOOL
Email instructs IT emails pupil {(cc Tutor) HRL RnG
[ J(R Ry Tutor speaks to the pupil and confirms that they are aware that
device to IT within they need to attend

2 full school days

Pupil does not attend: IT informs tutor (cc HM).
If there is no valid reason: Tutor issues a spot and instructs
them to attend that day to avoid detention

Pupil does not attend: IT emails tutor + HM.
HM confiscates device + issues a detention.
Parents are informed. Device is handed to IT, configured and
returned via tutor/HM
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Appendix 5: Digital Safety Response Protocols

Purpose:

To outline steps to take when online safety concerns or incidents arise.
Response Steps:

1. Reporting:
a. Pupils can report issues to teachers, the DSL, or other trusted adults.
b. Parents/guardians can contact the school if they suspect an issue.
2. Investigation:
a. The DSL will lead the investigation in collaboration with IT and relevant staff.
b. All online incidents are documented for future reference.
3. Actions:
a. Disciplinary actions based on severity, ranging from warnings to device restrictions.
b. Support and counselling offered to pupils affected by cyberbullying or online abuse.
4. Follow-up:
a. A follow-up with pupils and parents to ensure the resolution of the issue.

Alert Prioritisation for the pastoral response to filtering/monitoring issues:

Priority 1 - Immediate Response

Self-harm/suicide related content
Child protection/abuse material
Immediate threats of violence
Illegal content

Priority 2 - Same-Day Response

e  Cyberbullying incidents
o Inappropriate content access
e Repeated attempts to bypass security

Priority 3 - 48-Hour Response

e Pattern of concerning behaviour
e  Multiple attempts to access blocked content
e  Unusual browsing patterns

Priority 4 - Weekly Review
e  General policy violations

e  Productivity concerns
e  Non-educational use of resources
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Appendix 6: Resources for Parents and Guardians
Purpose:

Provide parents with external tools and resources to help keep their children safe online.

Key Resources:

e  Online Safety Information:

UK Safer Internet Centre: https://saferinternet.org.uk/

Common Sense Media: https:/www.commonsensemedia.org/

Internet Matters: https://www.internetmatters.org/

Parent Info: https://www.educateagainsthate.com/resources/parent-info/

O O O O

e Cyberbullying Prevention:

o StopBullying.gov: https://www.stopbullying.gov/
ChildNet International: https://www.childnet.com/

o Ditch the Label: https://anti-bullyingalliance.org.uk/aba-our-work/our-members/core-
members/ditch-label

o The Cybersmile Foundation: https://www.cybersmile.org/

e Parental Controls and Monitoring:

o National Online Safety Guides: https://nationalcollege.com/guides/what-parents-need-to-
know-about-online-content-10-tips-to-keep-your-children-safe-online

o OpenDNS: https://support.opendns.com/hc/en-us/articles/227988127-Getting-started-About-
using-OpenDNS

o Qustodio: https://www.qustodio.com/en/

o Screen Time: https://support.apple.com/en-us/108806
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Appendix 7: Glossary of Terms

Purpose:

Define technical and safeguarding terms used in the policy.

Key Terms:

1. Pupil Safety: The safety and well-being of pupils.

2. Digital Citizenship: The responsible use of technology by pupils to engage positively and safely in the
digital world.

3. Positive Digital Culture: A culture that fosters respect, inclusion, and responsible online behaviour.

4. Digital Risks: Online dangers such as cyberbullying, privacy breaches, and online harassment.

5. Incident Reporting: Procedures for reporting and responding to online safety incidents.

6. Safeguarding Measures: Technological, educational, and policy-based measures to protect pupils from
online risks.

7.  Online Learning Platforms: Platforms used for online learning activities.

8. Personal Devices: Laptops, tablets, and other devices used by pupils and staff.

9. School-Issued Devices: Devices provided by the school for educational purposes.
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Appendix 8: LightSpeed Filtering and Automated Alerts Schedule

Lower School pupils
Period Schedule Filter Monitor Alert
In School rules 7:00 AM - 4:30 On (LS Filter) On On
PM
Out of School rules 4:30 PM - 6:59 On (LS filter) Off Off
AM
and Non-school
days
Prep School Day pupils
Period Schedule Filter Monitor Alert
In School rules 7:00 AM - 4:30 On (PS Filter) On On
PM
Out of School rules 4:30 PM - 6:59 On (OOS filter) Off Off
AM
and Non-school
days
Prep School Boarders
Period Schedule Filter Monitor Alert
In School rules 7:00 AM -4:30 | On (PS Filter) On On
PM
4:30PM — On (OOS filter) On Off
6:59AM
Out of School rules Non-school days | On (OOS filter) Off Off
Year 9 Day pupils
Period Schedule Filter Monitor Alert
In School rules 7:00 AM - 4:30 On (Y9 Filter) On On
PM
Out of School rules 4:30 PM - 6:59 On (OOS filter) Off Off
AM
and Non-school
days
Year 9 Boarders
Period Schedule Filter Monitor Alert
In School rules 7:00 AM - 4:30 On (Y9 Filter) On On
PM
4:30PM — On (OOS filter) On Off
6:59AM
Out of School rules Non-school days On (OOS filter) Off Off
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Senior School Day pupils

Period Schedule Filter Monitor Alert
In School rules 7:00 AM - 4:30 On (SS Filter) On On
PM
Out of School rules 4:30 PM - 6:59 On (OOS filter) Off Off
AM
and Non-school
days
Senior School Boarders
Period Schedule Filter Monitor Alert
In School rules 7:00 AM - 4:30 On (SS Filter) On On
PM
4:30PM — 6:59AM | On (OOS filter) On Off
Out of School rules Non-school days On (OOS filter) Off Off
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Appendix 9: Data Safeguarding and Retention of pupil monitoring data

1.

Data Transmission

Weekly reports are sent as SharePoint links within emails, therefore there is no data transmission risk

Data Storage
Location: SharePoint [House Pastoral Team Reports/Documents/Firewall Reports]
Format: Encrypted database with access controls to specific individuals

Backup: SharePoint data is automatically backed up through M365

Data Retention Periods

Web activity logs: 90 days

Screen captures: 30 days

Real-time monitoring data: 60 days
Alert records: 90 days

Firewall reports: 90 days
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Appendix 10: Test Filtering Results

I .
@ Test Filtering Filter Test Results

Tosrs were porfarmed af 240242025 G058

Your Connection

Type Organisation  Device IP Address Filtering

Schaal Harrow Mac 5 X, Safari 218,188, 146.2 Provider
Interrational B05.1.15 Lightspeed Filter™

School Hong Kong

Metwork Device

HIGC Globa Reputation
Communications  Erxcellent
Lirmited

Results Overview

CSAM Terrorism Adult Swearing

Child Sexual Abuse Material

e Blocked

Description

Tests whether you are blocking websites on the IWF Child Abuse Content LIRL list,

Results & Recommendations
It appears that yaur filtering systerm includes the IWF URL Filter list, blocking access to Child Sexual Abuse
CONCENT Grdlire

Terrorism Content

o Blocked

Description
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Tests whether you are blocking websites on the Counter-Terronsm Internet Referral Linit list (CTIRLI).

Results & Recommendations
It appears that your filtering system includes the Counter-Tenrorism Internet Referral Unit {CTIRLY LRL
filter list, blocking access to unlawful terrorist content online

Adult Content

e Blocked

Description
Test whether your Internet filter blocks access to pornegraphy websites

Results & Recommendations
It appears that your filtering system includes blocking for adult content. This indicates that your system
has a list of adult websites or pages that are actively being blocked.

The test anly checks to see if blocking is in place, and does not measure the effectiveness of the blocking
across the range of avallable sources, Chedk with wour filter provider that your system 5 setup In the mast
effective way, and matches your palicy and needs,

Offensive Language

e Blocked

Description

Arcesses a page containing offensive language to test if your filtering software blacks it

Results & Recommendations
It appears that yaur filtering system includes blocking tor offensive language
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Apple Store FREITE iPad £, RRAILIBEEZFIERE LRE [RAHZF] 1RF. EBILRE,
I LAEIERE LR RNERE SR, RRERETSSRINEERRE.

- EHER SREH (EVEF) HEMIEETER, UEREHRFERARRT.

- BERASRNE ERERCHEEEREERES, BRETEMNERFRE LR,

o RAETEHIERERMMIEBEANGS: 1T BERENERRBR, LIERETRERENREE
&, f5lan, WNSRSBAREENE Jamf, BiSE 1T ZPPIEEL R, ELREMNEHRAFHEEKIIZ
FT5IEHEE. FEAE2RMER 4, BBREER .

3.2. FEAENER Wi-Fi A

RTYRERRN LEEE. SBSETEBURETENAKRR, SELERN Wi-Fi RNEERER. BE
HE, WiFi MNGHERERRE. ERERGHRNFEEUSEEGTES, TRERRNERIFER.

o VIR (6-8&FHR) : Wi-FifEhiE L 8: 30 EER L 7: 30 BIES.
e BHER 9-11F4K) : ML 10: 30 28R E 6: 30 BFEI Wi-Fi,
o FERB® (12-13&F4R) : Wi-FifElE L 11: 00 ER.E 6: 00 BIE.
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ERRAYE LRSI RT LU B RN S ERIRET R, WAFTHHRERER CAYEAEERFE.

3.3 iR

EREER, RMERRRRERIREIHAEATNNA, WEESERG LR EES), LIEREE
FZEER. 24 1ICT TRERIERTRMNERTR, FMERENIRR/EEATTHPSAEE
ZAEERRE.

BfEEmEIl: BB LightSpeed BB AT b K iERCER ErlaMIRIBISES, LASIEIE LightSpeed
BRI EESEE

EFMBERE: RMLEEREE, SAMSEEETLUAEKAY ICT FFHRE. (FIaTLuEER
askit@harrowschool.hk BXEFEYYF FHIET Microsoft A& : FHEEHE, EHER 7 REBEAFERE,
(R FERVIER. AREMIFEL

EERGITNEEHRSCRERELCER TR, EMEBRERE, WERERE, WBEAELE
1TEREER.

RIEFRZANGERAEE, RPISEREENERELRE. REELTERNEEEOEEE A
AERARER EPEFAREERERMEIRRL.
RBfIER 8.

3.4 5 EiRERYRESFNERE

IREEEBINE T AR DRERER SRR, SR REREIBIXE LightSpeed RAUIERIZURE
AERMEEENEEMNER, UWEERENReMNENL, RKET (BAAER (FBFA) 1561
(PDPO) .

3.4.1 BEKISEREHEEERNES

BRABKER RS EE B ERFISE IR IR bR IR DEBFRRE. ELREHHE
ERRIRIA N ERE TER:

a. EFEEE!
- RESBREESERSEERE, BRI AETNERIEN.
- HIREHARISEY, TREFEUTEEREEN (FINEEHEINS. FEBECH URL) 28
BERSE ICT 17RERIRNTA.

b. TFERIEH:
- PrkiEsR S BIR R EhMEEIE, REmEERARER BN,

c. BAY:
- BAES LTRSS, WA EGRIINEG.
- fERBYH BTG ERAENSHESRISG.
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d. 3EE:
- B RIBARHERP I EE m S R A K RS .
-EAEH (fl0, ERTRRAASTHESEL) NEIRFZERIGIAIFAR.

3.4.2 LightSpeed fiEEXAYERENBE

LightSpeed IRMtSCENEIZINGEE, BIEHEER. ERF\ZHBENEFLRALITRIER. TIIENR
E S E L ERAER:

a. EREE:

- LightSpeed 1RIBFRSCERNEIMESEL LR, SETCHEEF. RERIERE. &%
Bk EMEEE A,
FIRIESRIR, RMEBULE Web [EBIEUR, 815 URL FEGCER. BIEEFERE. $BubiFR!.
THEHIEE). 2SEH. ERERRR. FREEECH Web SREIIRIEREM.

- FTEZERIIBSHESENTHFT, AIUREER. BREENM. BERECHIECAT,
URFREREER, SEREEERE. ERERMNEREFERER.

RETES (EAEH FAR) 1HZ0) ( (FRARFA) ) | ZRETHENERELR: &
BERENERSRT 0 KR, BEIRTF 30X, BIFEEEIBRART 60X, EMCHFREF 00X,

b. EHERBHRIET S RIE:

- FHERSHT - EEFNSEHEENBARER, BEEnERERRRSIMEL, HEKEE
FEELRR R TR RN ER.

- BEBABER - EESREENERMHNER, BERER. ENEiRinTRERE
R, TREHNESFRIATIEER.

- (TAEIONT - EERRMBBEAEENRRE, BREREaNERERE, WIRERAEE
RIBRIRERI SR R,

- BERERM - BRETIEZIEABER. BB RRABEERN SR I IR E EIRANE
EfEA

ETEEER:
- LightSpeed PIFAFuLEEEEPX (FARRE., 185 #1DSL) 12 LightSpeed EMRAHE.
- BRREHREERARENE— I\ BEESIEAS DSL FIHEEMH.
- BENEFETUESRER, WEERKEIERE.
- AREZEAER - H2RER3 -
CEBRRRS S EEEE X,
- [EEEETBE O,

d. B
- ¥ LightSpeed $RERILRHERIREBEEX.
- HEREMENERIGERERXCIEERERSEA (DSL) LLZRIEE.

33



- ¥{ LightSpeed ERIIFTEFIERERZIRER. ZHREMGCERN, WEMETERIARE
RBTEURER.

e.BRY:

- RESRENTTEEELAMRERNRE, flNEEEZEISERAIEE,
- BRREARENEGRTARSHFERIITREER.

- EREGREFETENEUEETRERIESHENE.

3.5 EFHEHNAE

Rig (EAEH (PDPO) ) MIEREIVEINBERIRSIRIRA, HEHMGEM LightSpeed ERAIFEIZE]
ERAeERAEREEE:

1. EAFEERAE:
- ICTHERHE: REEEAMEEXGEN LightSpeed RGTEMIRS. ICT HERHMEREA
AHEEER, EEUNRAREEREMMSERS.

- BAENEEE (SESIEERENRFERNERES)  AESE TR RENTRE
BANRRAY R S I -
- IEEfREREA (DSL) &&H:
o ESEMIEEE LightSpeed TEFTA AR LRI B ENREL R
o EIMHUIECRIRERBERIFEEERE

o PAREER (SLT) : ALIEMEEMERSIR, LIETHINRRIIBERE.

2. BUBEER!:
VEAREE © RN T RIECREEEE (10 - S eRE b AV ) -
- AERHTE R | EEREERE B - TR ORE R L -

3. PR RE !

- FrEHEIRAEIEE G acsk N AR e T o

- AEFRETR TOASE A B E RN R sk ey R -
- REEIZRERTIH 208 SO RIS S BUR 2 Bl HR o7

3.6 EfRYER
EIEBHKEA LightSpeed RAWERIERMERRLITER, 78 (EAEH (FAR) &6

5. (REEL:
a. (ERNIFELIEIRTRR. BRIEEEENTEREMR.
b. ¥F DSL flEE BB R RS TE,
6. ITRERE:
a. EEE84 ICT (TAERINESTIER.
b. BRERATEBRBEAFNENTERTE.
7. BURHIE:
a. HBIRDEHREE, ABURERRIIARARANEFIRHEEN.
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b. RIBFTHRAVERINESRAE N FETE.
8. ¥EGF:

a. WERBEEFUEEEHHEFEINHENS.

b. (BEREE. ZeNEMNBERE.

3.7 BFES (FARIEH)

3.8.

3.9

ERRERFAERETIATRA, BRMEERIE. FRIEESEEAS (FARFM)

BlmIME: ERERE. TREENHNEENMENER.

BRBRE: SFHERRAIBRPEIRIBER, FEERERENSHHER.

ERE: 24, REMBEE THRZIBFKIE LightSpeed RAUERRER RETRHIRIE,
. Rel: BNReEH FIUERREAR, URIFRARIBHIRERIEAIRE.

10. fRE: ERMEEERETAHENAFNRENGRE, WEFZERER.

© N o

HF=sHE

IEE BRI 2ENHEEHERERS LER M REMFIRILATRIIEFANHAIREE. &R
FEREFEN—EERSED, BERFRI ERERELN SRS EMRI S5 PSHE FERE
BIETHIE. FEEIERERD SRR (B HARNE | EE, WAESRIRBBERFIET 7+F
AlERER. PERNRSEREERRRER [4C] FRIGR RS : NE. BB, TABX.

RRESHTE: ERESFARRIBMEEINS, EitfTR LU BENHFRERRELARMMIIRT
PATESR R+ R AR ST R APIRT 77

FEMAISR

Epil Al TEHSEERNEIEBRITEEERIRERR, SEEFRRZEEEEAT, SF AL
REMERFTHA (AI-CSAM) | SR, FERIMEE. LW, EREAESNTRSEHRMING. EE
EREGREMEN, WIEIEHMKE. FFEAIRERIEM. REREERZRERENSHIIEEEE
BEVERRE, ATEERATRARREISEESNATESEH AL PR,

HABORERZSIaEEEERATEERKM, KARBRAERMIA LS EBERTET TR,
ELEE:
o  ATEEZEH2 FRENFEFEN D
o HEPERT, £ Al TRIERTAEERAITRBERT LightSpeed IBIBARAIAI—EBOHPELE
o  FEERR Al BREXNERIENSARE FERZ AR SSBME RN, LEHMEER
RABERELG, BRETENRE. REReNEEVERELSFLIEEE.

3.10 FHEMAZIRFIVEEER5R
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BENEARMERS. TReMAZRENENENMNE, BIEERBERBRN—ERRIERER. £
FERsEiakEAEE 5G MRS SBENRME (iPad Bk MacBook) EEEIEBHEMETIEBHRMMELEE
IBRRAYBENIEIN T ERERER. ABCRERZE SR RILEE:

LERISREFHEAERRE . EISIRFIERENIETFIERF.

IRTTHARIERFHERIRE]: (RFAFITERI2RNBAEAREERFE, RIPESSIY, 58
1E SCA HIEEEEFRINGS. SERBAELTERIEPEXASEIBFERERE. BRIRT
EEFUANEMFHGRBER, B UNRKTHEERERIFEFUIRE., FSFHENRFER
IRITFISERBUR.

(EREEESRRE: DERERPENER TEZEIRE, ZIFEFHEEE 56 IRHSS
ETESHE, EE8EREEFREN (BE ICT TRER) .,

LightSpeed {VIBMEEREBHES: (FERE LR, IS MacBook (B9) FITEE
AYiPad (Pre-Prep [ Prep School) , LightSpeed BMF7EB4E L= RFHFHEEE BB IEIET
BAEEED.

iZiB Jamf MDM IEITHIE : 1T FFIBXRENDEREDFEREINZEIRERE FES 3 )XBF
s, BHEEKERELERRBRASHREE.

B ESHEEFHEBRNSERS: % EFEEFRFUSEIEE, 9 SR 10 FRNEFERES
BEEMRETNEGIFE T 6.30 ZM L 8.30 XHFHE, MBFIRTLATER: £ 8 Bh 30 o CEENFHEES
25k, BRI LES B 45, FREFHANRMEYER E S B 45 ER L 78545 DZRIFE 9 F
A%FN0 10 Ak 2RI EAR, HIRS 11 FF4R, SBEEFIRRMEER L 930 BRHR L 745 2EEE L.
HETF 530 £ 6 Bz, #HPSPR2ELUFERFH. SEETUEEXMLE 730 EpE 7.45
Z B 6 FFARAN 7 FARNBERAARRITER. 8 FRFEERILAER L 8.15 =i E 8.30 ZH
FRFH. FMEERETIRETPCARERE, BRIETXE L 730 EE3 TREHEBE XA
TREAIERN IT fEH =R EAI .

4. SHREMOIE

4.1 BBXIEFA LightSpeed $ReS

BaKARHD LightSpeed RFEENREIFES SRS HRIBRET, WX

w5
3. 2KE LightSpeed FURBIREESR (a0, B581Z) =3B E#RE DSL.
4. BRREESNFRZRHIASNG M EE SIS A EERE TAE.

42 BAHE

BE: ZBRERESERNNFARSERTEHE, FINKED. HM SEERERBA
(DSL) .

ERES: SNEHT ERENERRE, JERBERABEE, ARERRSHTFRE
BIRE, *ARIEERIRHEE] DSL.

43 BrZEEERGR
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BRBRETREREEERS, HhEEHAEER. CEBEUNERRSRENS.

+  DSL £ ICT #FIFMERA TIEA B SIFEERE.
o ACIRBIEAISIRS T R IRIBSMRAY T RIRIEEEREERT.

4.4 [OIfE R

BIEFERSHSMHRSRBNERIER, WERERESE. EXFM (Bhkdan) FEMAE
i, WEERSE—/SAERR, MEMBEERIE 48 MMFORERE, DIBEREFERGE T EER
it ARESMEEERETD, ERNEEEASERREI SRR SHEERIERT SZAREER.
EMNERRERE P EREEEE R e ETELREREaIE, LUESBSIERIRE, #R
USRIELREMERRNZEME.

4.5 EREASE
FrEs iRt R, WRBEIBAGSLMESSTZH, LSS (FARIRG) ARE.

« I8 AR IEEZERBNIREEFRACRER 2R CIREHEAERE.

- ENEMRE: WEERERSERIEREE), IR DSL/DDSL REHARME,

- BRENTREIR: BIRRET IT URZERECR (BFHETHRE) BEaSENEAT
- HBRRBEE BIENCHERRBEEKRZE, U IESRESMRERRIHEE,

6. XBHE(E

- BB SExRREPERFIWERTE, UEAEFER ETREPREERE,
- BiE SExRRERZFIVRCDEENERET SERER.
o IBE: FERRFEHRFRLTEMEE, WHESKRSIERRELME.

- EF BERARREHER, SHOFESTHERREME, SEEERFINERT ML
T ERYEL,
7. EEFIEH

IREEFBBNREREEECRRTE. 868, WERKMES. FEfERREMTEZCRRESRX
RS, EERESTERSLERNREAIRIEERITEFESIE,

7.1 TEHIGRI RS

- FEES TERSETFESE, MERENFESRFIVRERE. RNERIUNETEBE
AER (FAFR) 154 (PDPO) .
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7.2

7.3

7.4

7.5

7.6

7.7

o FIEEMREARER:
- HEEBEXREEHEE. 24 RRIONREANEEFNDERENRE, LIFERZBER
[BRERAT BAISERILT K.
- FEEERTREEIERE. NS, SERVEFIFEN R, DSBS EENRENEE.
o FHEBA: SOVTREMKE LightSpeed HEFRRIBIRIARBMHE, LISBIEE.
AHMEERIEERE IR U B HIRAIRTE.

HEGRENI

o BAGIERN LightSpeed ¥R :2R0B A FEBERFHME I RE TEIEA.

o ICT #BP9. HWHEEBMIEERESGEA (DSL) HXESARFHLIIESERE. REMNEER

FERIRE.

o  BRISEINUERER, LRSI REELS.
BRI RRRITE

o EREuh HIRETEHRRERBNEE, SERSHETENIREISRE, LIEREWEMIER.
FSAE DS

o  [REEMSHI AFFFIEEREMBERIRHFENER.

e DSLFNICT BRFI S EHIBEREE, AR IFEFTFISUE.

o ERMNEFRERREEERIHNEEEERFENE, EAEMEREARS2 R FSUE.,
a2

o BRRERNZEM PGCC FRMNERAERTE, UARREEKATSNENGE

o EZfmed BAEARRNTHENAE

o EREEMFEINEEHFRRINSLEES

e ERFYERELRIETRESA
ENRESERT

o  BRKREBEEETEN, LRRLITRRE:

o FHVAR LR PBELIRIEHEEL,

o  EMNERRIEML, FIan (FARMGGIY RUEHR.

o RNELSTHIRFFIRELER.

e WEEE, HEEAELEE (BREFHEHENNERE) RFRFEREANBEFEHR.
EEFRSEH

o ZBERRIFTEEHENSHRECER TR, LAFEEmEERUESHEIURSERE.
« SEEER (SLT) #SEEEEERE, LREREEEIESKRAVRE B ERT
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7.8 TEZSARCERTRENERE

MEENRPORHIHSERETZNIER MERFHE (BB .
REEERSAIEEEISR GBIHERE R A BRI A F/EETA,

8. BfisR

o BifF—: BEEMRBAREITATE

o [fit§2: BT ICT oliEFRmE

o R=: (REEERHE

o PR 4 BLUREASHGE

o MRS BUZeRERE

o [ftRe: RRAMEEANER (Fla0, HiRETLMELRNELS)
o PR 7: WEE

o P#gR 8: Lightspeed BCERE

o PHER9: BERMREFIRE

o IR 10: BIEBRER

R HB: 202549 H

T 20264E8 A

AN DR CBOSENG. 51 AIEHD
. 2
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Pig% 1: REEMRENRIETTA (202425) [BER

SEGEEEAE: B24E ICT {75 2ER1 2025-26
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PEEMREARHATATE (2025226) ([#IHER]

HARROW

. INTERNATIONAL SCHOOL
/5  HONGKONG

2025-26 F{REFRBELITHAER
BRESTEFREBIREBRERNSUE2STe. EETNEREEERE. R
FERERE. EERREZR, TE24Ey/aRE. BRIESEATAEL., &8

FER SRR R BB R AVRR M, B3E iPad. MacBook FIEEIFRR .

1. BEANEERtARSFSZER CHRFHRAEAER.

2. [RAEEENER, RRIBEAEEREHES T IEMAEEEHEER.

3. K&, BEREDEZERERFBERPEHIEARTARAGE, GlRIEF5
B,
4. BERRERDE. BEFFRETIEENER, SEER.

5. (FFERRME (B1E iPad) B, FAE24EW/EEST iPad EEiEE], WTFIAIERE

° 92 O@Q

0]
Be responsible and Only use and open the

respectful whilst Hold the iPad with apps that my teacher
using the iPad. 2 clean hands. has asked me to.

o 0 - o

A oy

— = v:< —“-"
. Don’t make any Remember online
Only open and edit changes to the and computer
your own work. iPad home screen. etiquette at all times.

WRRETT LAt — » BENAE IR HISR A4 R et -
HEFEIIER NSNS TRER, WRSIRQETE—H.

BAHe:
HER:
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Migg—: BITEMREARHETIEZERGE (2024/25)

ANHRE T BB IR RS RRAATE B BRI AUREE TE F BN AR SR SR
RIESEETHRE., EEMNASRA. IEHEENEEBESABRGEK, UEEROEREAE
HEEMERIEMIUEHEC. BERSRIEMNETREE. ABECREARAMFIEEL. BETHEE
R EERL B IR E RS AR EARGER BRI A,

BRI HBESSHEMER, SRSNNHEIEAR. 2% RRTSE, BREEEERSE
BENSUAFaEMNERASERRAETNENE, DRFHINEMERRE. AR RIREMPIEEREE
B EREERZIRR, REEHEEEN, AEEVUENBRT, WELRHHEFAREEREICAT
HUET. FTERFEBAESIFRERERER. BIEMEERERERERN ICT ZR. ERMMEE
fERER. Blt, EMNRERRIRERAMERRETIRESAERNER, WSS IRESEAR
&, Bk, AR TERESE IR sERREE A RE TRYEED.

1. BREE

L1 SRR EDH S A RFNREEM D ERANEN, UIERE. SEMEE. E5IR
R, RREREEX, BT, #EENEREETEREBERESREN CRIBMETIIH
MEBTFEMHERM LIMARBRIME. MHRERNHSERSTIRE, RMSEETES
BRIER.

1.2 REBEABERPHIANE—ERE, FEE. REFTEREEREIR FEHFEIHETAA
FEAE RS NE FEMH AR AR E HRIE.
2. B

21 FIRABREEETEFFTIHNEIR, TEARBEIHEE/. Fit, BETEEFEE.
BERNS AL EREEER.

22 ERERGLEAEHNAESER SEMNENEFERNAENIN G, WAseZRgE,
Eitt, HEEAEHREESREIES LRI ISR R EFAERT.

23 HBETEIR ShRGEBRRKBREREERBINRY, SEiEERBEuEM
AT, LUIRAFIE B AR RAE.

24 HHERRHE, URBOTRGKERR, PRURFEREEANT, (EMERSETFEHFRD
.

25 EFEMSHSERER/EETMGEZERKRIER FMHE.
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3.

3.1

3.2

33

3.

~

3.5

3.6

4.1

4.2

43

{EA (=R

LB ERSHREAEEER BERIEECEHEAEZN, E/RSERVER, B E0E
H#TTIE,

B2, HREABNERSREENZABERTEMEAFBRIFEAHARINR, FEREE
TRCRMNEREE.

AEHFEARERRIEIIER T, BETREERSNER, WREHFERILERERER.

ETERREAEREARRBESAEEREFEH S EMERIET T ERCERED. B,

REEAR ICT BEFE, BHERNE THARURN/SNEXZRBEAER, TRETHAES
&, IPAETEHEZEEREL.

AR, BEESETHEUSKEENSIVETEEERE, BRTATEEEMEEk
BENEBETR.

HUH BB B A BEIRF EEREEBE.

B8

EFEMBERETMUEMERE (PINEHEER) BR: (FRRASZHCE, BHALSMI
AHJLIESE, WrAseEREASSRARET.

BN/ OR/REERENETEE. Alt, HUE THAEERMARIIRSEEEFEHL,

FRAIFERSER T, ERHRIEZE FEMRE . EEMNRBAREREEAERSE
fky, BEHEEREERK. SFEHHRARMARN, EAENEN. EULIREZIHRER.
I (Rf7. g &8, TRSERAPIEH. SFEMRAENRINZRIRRHFEN
8, MEFESE.

YERB DGRBS, EEEBE AR TRE:

o EfF. FRE. &S, BEEURRE (FRIREARRKRMER. HF. SRR, k. B,
EFE. RIREEIRE. =M. FR. RENISSEER) ;

o ENXEURWOEREEIBIR,

o EESRNBENLAEEERMEREEREIEMAISG;

o NN EMY AT IR EMA B ISR BRSO IR ER

o R ARINRIESEMMATHERE,

o ETEHEUEMARESAETR;

o REEHTH, ¥Oh LRSS BRIE G EL

o RICHBAFRSFA
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44

4.5

4.6

4.7

4.8

4.9

HEHEIREWESNEFEMHANTER LIRS SEEMA. Bit, ZHEREE, T
EEEREEBN DAMHITEE, S—RASER, 2iREEEEIUFARREMEURE.

MREBTEBEFEHKEINEZRME, ARESEBRGEIRMA. BATEASHEL
[EAFCHREEEEENHREERN, BtIgEEXRTEREERR (8E) &S,

B R E A st BRI HIEE A IS, B2, BT /AERLEE=7 (flanxR
A. BIREEE) RAtEfMEEAEER. MREIWEIFEENNSSEFEMFME, ekl
WIE:

a. EENBGAEERNEEEFEMHIA, BHAEEXRLENS., BEENEEWN T
0

PAEREEISEWETE., AEFEHIABTAMIEERNEFBEEER. 1RE
HESXEHEFHHER T 2RBER, TEREERSHREIER. ERBRNE
FBEBERSHREERR.

b. (FAGHLEENEER (ERFEENNS) BREEREIRE (88) /&
AMNEARIREE R,

C. H:HU Bﬁgﬂu%\ °

NES TRBEERIREA R RE FBUEEFEEAGEN. SFBHREZHR
R, B, BFEREFMMTEG, WLABH. BRAI5URE.

HHEBIR, UAFERBERNANSHTEMAE S ERIRI SN BRI,
BRERRRARABERS 4.3 RETARIAR, RS sRCEED, SRR IHERERIFRER
WrRYES A,

REBEBARE, NMESAEPETFEHNEMASENBRERESTBEELAINMIBRILE,

5. BR{RETISTA

5.1

52

HHEERRAHTHAR, TReENaRERMAGRNEAER, 8E2E. BE.
. EF. RERMER. BFBUHAERRKEMCANBASRERREARNGER, B
MRS RNEIRREBCREESE ERIRE.

ERMREENER M E N 2R GIEEE, REFRZEMSEINEAEASER, RERA
RAERENTE. EREMRENTRIURENSRERBENETR, EUCEHEIRME
fe. Eitt, BTwA:

o HHBRKERUIUNMMIRZEMNIEERNHIEASKNIREFFRE (BERHE
&) NZERE;
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53

54

55

5.6

5.7

o RIHBHVE, BAIFNSFEREABRENRAEN. SB B HAIEBXETRER
EEERMEER (FINB4d/xEME, SFEMFbIE, BEERE. RE. BHEER
%) ;

o UIRFESUZERERMIIBRLIMOMTT (EREFEMFSRENME, SFERBEE
588, SNECIEHE. CD. DVD, olEERS) , BRI ISENTENEE, LEARE
BERISR 2 MIREHERE R

o UIREBRM ICT FPIEEEMEELSEMITIEES, B,

HH BRSO E—(ERFBMERT RSB FEERE, WHL/RRRELFHEER
SRMHIEMEARKE, THRBUEEERAELFAGENSTE. fl, BREHEE T ERENE
%, WHEGRERFERABIIEBA S UESEF I REERE T FEEMIL.

TFABEMEMARKEIHEF R, TAREIHIMMTER. SR ARRE
REFREEERNEAZR. ANBEAEHIIERAEPIME SR,

RTETEREEFMRELA TR, RAISBEBEEERSERG ASXEFEM S ER
BHHEIE, FRKEELANSFEHISRICMIAIREFA.

PR ERRES, BB TREREAERRERCR, WHERMPIEREZEIHFATERERR
EE0). IRHHSEBRESRETURR, BREReRTEES.

e B eI B FEHRITIRS M S EREEA B FEEIRS, LIERBEEMMNEEN
FeEM. ICT SEFAILURHERS R, UEEMFENA =S E R R TR FRIRETBIIE
FEMERSE.

6. SHFNhRE

6.1

EEBAMRAEMEERAARLSIME =S 2R ENR, SBEERRREFIRMAREREE
i, L ERERICEHIB=SRHER.

6.2 WIRIREETIREERAREITRFEES BIEMNRER. RESRIRE, MEEREFENGS

WE=SHINESR (fanEREs. EXEER. X, FB. XE. BRERMTEHER) .
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Pi3ER 3. (RIEZ AR

Safeguarding Alert Protocol

Alert Received

HM reviews within 24 hours
False Positive: Close + Comment Mot critical: Assigns to self Critical: Assign to & speak to DSL
Review with pupil DSL to follow up + add to CPOMS

Close + Comment Log on CPOMS + Close




PigR 4. BUURER SRS

Digital Safeguarding non-compliance protocol

IT report / teacher observation identifies an issue with a device Tt
HARROW
INTERNATIONAL
SCHOOL
Email instructs IT emails pupil {cc Tutor) HRL R
V1R8-I -GS Tutor speaks to the pupil and confirms that they are aware that

device to IT within they need to attend
2 full school days

Pupil does not attend: IT informs tutor (cc HM).
If there is no valid reason: Tutor issues a spot and instructs
them to attend that day to avoid detention

Pupil does not attend: IT emails tutor + HM.
HM confiscates device + issues a detention.
Parents are informed. Device is handed to IT, configured and
returned via tutor/HM
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1. IRE:
a. B4OILIEZERDN. DSL sk EMESSEAIMFARSEHEE.
b. MRRE/EEANRRERE, JLABERER,
2. RE

a. DSL #$£2 IT FIfERA TIFA B G1FEERE.
b. FTETERSHEERECE NGRS %,

a. RIBBRERERBALCERED, HCESTRERE.
b, REEEEREEEERS R BB ERMCTSIREA.
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PiE% 6: RRMEEATH

=]:E

REREHINMITENER, BIRERZFHNLLERE.

ETEER:

o BIT2EM:

LR ELEHEEMET:  https:/saferinternet.org.uk/

Common Sense Media: https://www.commonsensemedia.org/

Internet Matters: https://www.internetmatters.org/

KES: https://www.educateagainsthate.com/resources/parent-info/

o fBIEFTRTAR:

StopBullying.gov: https://www.stopbullying.gov/

X ChildNet: https:/www.childnet.com/

Ditch the Label:: https://anti-bullyingalliance.org.uk/aba-our-work/our-members/core-

members/ditch-label

Cybersmile E&E: https://www.cybersmile.org/

o FRREEMRE:

EHxBIRL ISR  https:/nationalcollege.com/guides/what-parents-need-to-know-about-

online-content-10-tips-to-keep-your-children-safe-online

OpenDNS: https://support.opendns.com/hc/en-us/articles/227988127-Getting-started-About-

using-OpenDNS

Qustodio: https://www.qustodio.com/en/

EAERERY:  https://support.apple.com/en-us/108806
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fiiR 9. SEBRREBRIERRERRT

1. BUREE
o FHEME & LLE T B4 F Y SharePoint AL R AEE, IR ASTEAE BRI i

2. BRMEA
o HiBh: SharePoint [ 5 JE i 5 [F Bk 55 /SCAF/ B K R F ]
o Mg INEERLE, BA B E AR ]

o fifyr: SharePoint &k} M365 HE#i1y

3. ERMREHIM

o MBEEIACHR: 90 K
o EMMEEL: 30K

o HMFEIHIEEE: 60 K
o EIRGEIEK: 90 K
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F#Eg 10: RIEBIRER

P .
@ Test Filtering Filter Test Results

fesrs were porformed af 240242025 o058

Your Connection

Type Organisation  Device IP Address Filtering

Schaal Harrow Mac 05 X Safari 2181881462 Provider
International B05.1.15% Lightspeed Filter™

School Hong Kong

MNetwork Device

HGC Globa Reputation
Communications  Excellent
Limited

Results Overview

CSAM Terrorism Adult Swearing

Child Sexual Abuse Material

e Blocked

Description
Tests whether you are blocking websites on the IWF Child Abuse Content LIRL list,

Results & Recommendations
It appears that yaur filtering systerm includes the IWF URL Filter list, blocking access to Child Sexual Abuse
CONCENT Cirvline

Terrorism Content

0 Blocked

Description
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Tests whether you are blocking websites on the Counter-Terronsm Internet Referral Linit list (CTIRLI).

Results & Recommendations
It appears that your filtering system includes the Counter-Tenrorism Internet Referral Unit {CTIRLY LRL
filter list, blocking access to unlawful terrorist content online

Adult Content

e Blocked

Description
Test whether your Internet filter blocks access to pornegraphy websites

Results & Recommendations
It appears that your filtering system includes blocking for adult content. This indicates that your system
has a list of adult websites or pages that are actively being blocked.

The test anly checks to see if blocking is in place, and does not measure the effectiveness of the blocking
across the range of avallable sources, Chedk with wour filter provider that your system 5 setup In the mast
effective way, and matches your palicy and needs,

Offensive Language

e Blocked

Description

Arcesses a page containing offensive language to test if your filtering software blacks it

Results & Recommendations
It appears that yaur filtering system includes blocking tor offensive language
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Bbs 3. ORbsE SRk

Safeguarding Alert Protocol

Alert Received

HM reviews within 24 hours

False Positive: Close + Comment Mot critical: Assigns to self Critical: Assign to & speak to DSL

i 9

Review with pupil DSL to follow up + add to CPOMS

Close + Comment Log on CPOMS + Close
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BisR 4: B AN E R

Digital Safeguarding non-compliance protocol

IT report f teacher observation identifies an issue with a device

HARROW

INTERNATIONAL
SCHOOL
Emailinstructs IT emails pupil {cc Tutor) HONG BONG
1Nl SISl Tutor speaks to the pupil and confirms that they are awarea that
device to IT within they need to attend

2 full school days

Pupil does not attend: IT informs tutor (cc HM).
If there is no valid reason: Tutor issues a spot and instructs
them to attend that day to avoid detention

Pupil does not attend: IT emails tutor + HM.
HM confiscates device + issues a detention.
Parents are informed. Device is handed to IT, configured and
returned via tutor/HM
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NEKARBEIME T HAGHIE, IR T L2 4.

FEB -

o BHEZEER:

o O O O

B 2 B ERAS R0 . https:/saferinternet.org.uk/

HARMEA:  https://www.commonsensemedia.org/

HELMNE 4. https://www.internetmatters.org/

FEEEN: https://www.educateagainsthate.com/resources/parent-info/

o MBEHRI:

StopBullying.gov: https:/www.stopbullying.gov/

o

o [EPFRJLEM: https://www.childnet.com/
PWFARZ: «  https:/anti-bullyingalliance.org.uk/aba-our-work/our-members/core-
members/ditch-label

o Cybersmile 2£4%>: https://www.cybersmile.org/

o FKIIPMIEE:

o HEFRMLL4EFEF: https:/nationalcollege.com/guides/what-parents-need-to-know-about-
online-content-10-tips-to-keep-your-children-safe-online

o OpenDNS: https://support.opendns.com/hc/en-us/articles/227988127-Getting-started-About-
using-OpenDNS

o Qustodio: https://www.qustodio.com/en/

JFEHEETE]:  https://support.apple.com/en-us/108806
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Vi .
@ Test Filtering Filter Test Results

Tesrs were porfarmed at 2402/2025 G058

Your Connection

Type Organisation Device IP Address Filtering

Schaal Harrow Mac Q5 X, Safari  218,188,146.2 Provider
International B05.1.15 Lightspeed Filter™

School Hong Kong

Metwork Device

HGE Globa Reputation
Communications  Excellent
Limited

Results Overview

CSAM Terrorism Adult Swearing

Child Sexual Abuse Material

° Blocked

Description

Tests whether you are blocking websites on the IWF Child Abuse Content LIRL list,

Results & Recommendations
It appears that yaur filtering system includes the IWF URL Rlter list, blocking access to Child Sexual Abuse
content online

Terrorism Content

e Blocked

Description
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Tests whether you are blocking websites on the Counter-Terronsm Internet Referral Linit list (CTIRLI).

Results & Recommendations
It appears that your filtering system includes the Counter-Tenrorism Internet Referral Unit {CTIRLY LRL
filter list, blocking access to unlawful terrorist content online

Adult Content

e Blocked

Description
Test whether your Internet filter blocks access to pornegraphy websites

Results & Recommendations
It appears that your filtering system includes blocking for adult content. This indicates that your system
has a list of adult websites or pages that are actively being blocked.

The test anly checks to see if blocking is in place, and does not measure the effectiveness of the blocking
across the range of avallable sources, Chedk with wour filter provider that your system 5 setup In the mast
effective way, and matches your palicy and needs,

Offensive Language

e Blocked

Description

Arcesses a page containing offensive language to test if your filtering software blacks it

Results & Recommendations
It appears that yaur filtering system includes blocking tor offensive language
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